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TERRORISM: 
Asymmetric, homeland security needs 
Evolution of customer (Interior and Defense)
Requirement for First Time Intervention
Operational requirement for RPV 
Å to fly over national territory
Å COMINT and Optical priority
Leading to more agility
Quick time-to-operation = time-to-market
Use of commercial technologies

IMMIGRATION:
CƻǊ 9ǳǊƻǇŜ όōǳǘ ƴƻǘ ƻƴƭȅΧύ ƛǎ ƪŜȅΦ 
Surveillance of seas, 
border protection, 
IDs report, 
Big data Intelligence

CLIMATE CHANGE: 
big money for energy consumption 
reduction, use of alternative energy 
sources, complex infrastructures
protection of populations against 
catastrophes, disaster recovery 
applications

DIGITAL TRANSFORMATION: 
Digital transformation of all industries, 
Deep learning and big data 
technologies, 
robotics, additive manufacturing
Χ cyberspace
Wide availability of high-end 
technology to the mass

Major changes in the world situation
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Tactical Protection ςNew Concepts

Threat / Response Duality:
ü ¢ŜŎƘƴƻƭƻƎƛŎŀƭ ŀǾŀƛƭŀōƛƭƛǘȅ ƻƴ ŎƛǾƛƭƛŀƴ ƳŀǊƪŜǘ ƭŜŀŘƛƴƎ ǘƻ ŎƘŜŀǇ άƛƳǇǊƻǾƛǎŜŘέ ǘƘǊŜŀǘǎ
ü Technological leap of Defense Industry leading to new approach
ü Military and Civilian contest are merging

Networked Situation Assessment:
ü Multi-Sensor, Multi-Domain Approach
ü Full Situation Awareness as a Requirement
ü Importance of enhanced Data Fusion

Distributed Smart Defense
ü Strong Detection and Identification Capability
ü Multi-asset threat response
ü Optimized and Cognitive approach
ü Distributed Jamming Capability
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STEP 1: Surveillance and Identification
o 24/7 autonomous surveillance
o Control Station situation awareness
o Cooperation with friendly platforms
o Hostile Drone Interception 
o Drone Identification 
o Drone Localization & Tracking

Operational Scenario

Authorized
UAV

Authorized
UAV

STEP 2: Jamming and Neutralization
o Smart Jamming if identified
o Generic Jamming if not in library
o GNSS Spoofing if not remoted controlled
o Drone capture
o Drone safety landing
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Sensors

Passive 
Sensors
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Sensors
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ThreatEngagement Process
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